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Abstract. Risk management is a requirement for success of any enterprise. Despite this fact, there have been limited solutions for integrating risk management in agile life cycles. On average, 70% of all IT-related projects fail to meet their objectives which have caused 80% of companies to reassign their process. One of these processes includes risk management where studies have shown that risks should be assessed in all dimensions of a program. We found that risk management was being conducted on the overall program with concentration in the software development phase which leaves other life cycle phases with no risk assessments and mitigation strategies. Agile systems engineering is more complex than traditional systems engineering due to events happening concurrently and non-sequentially during the life cycle of a program. This paper will propose a framework and model for risk ‘managility’, management in an agile environment, specifically in systems engineering life cycle. We use the Department of Defense’s Evolutionary Acquisition and Management Framework as a bridge to define and illustrate an agile systems engineering life cycle (ASEL) framework and an agile risk integrated engineering lifecycle (ARIEL) model.

1. Introduction

On average, 70% of all IT-related projects fail to meet their objectives which have caused 80% of companies to reassess their process (Verman 2007). Conducting risk management throughout a program’s life cycle can prevent failed projects by mitigating risks and tracking them. Agile cyclical models claim to be risk-driven because of the fact that risks determine the path development or a program must take to rapidly field capabilities (Boehm and Turner 2004). Thus, risk management should be used to define and address risks while using agile methods. The popularity of agile development has brought about changes in systems engineering processes and the dynamics of evolutionary management throughout the life cycle. Exposing risks within an agile life cycle is critical due to the rapid nature of fielding capabilities and the expected outcome of performance. Systems are getting more complex as is the need to build, manage, and support those systems. Complexity is multiplied when dispersing new technology into the world while having to train and support new capabilities. We propose to show how risk management can evolve from traditional static implementation to an agile and flexible integrated motion continuously throughout a program’s life cycle.

Risks can manifest quickly so tracking within each phase of a program’s life cycle is essential.
However, what we found is that most risk management activities are heavily placed on the overall program and during the software development phase leaving other phases exposed to risk without mitigations. Risk management can be detailed and have prolonged processes whereas agility relies on rapidness. Although The Department of Defense’s Evolutionary Acquisition (DoD EA) approach modernizes the traditional life cycle approach, the risk management framework has not changed and conforms to the traditional implementation methods thus leaving a void that is critical to invoking success.

We investigated how risk management should be integrated into an agile systems engineering lifecycle (ASEL). To do this, we researched well-known risk management standards to show the void in relating the standards to agile systems engineering life cycle. We propose a reference framework and model that depict integration of risk management into an ASEL. The agile life cycle model shows integration of DoD life cycle phases with risk management to enable continuous user and stakeholder involvement and rapid fielding of capabilities.

We provide a comprehensive life cycle framework using The Defense Acquisition Management Framework life cycle phases as our basis. We used the DoD EA Approach as our basis for the development to show a more specific and less ambiguous model for delivering capabilities incrementally. The model will depict integration of risk management for each phase and within these phases. We propose a simplistic grouping of systems engineering phases which are:

- Phase 1: Concept Refinement, Requirements & Architecture Analysis, Design
- Phase 2: Capability Development, Integration & Test, Demonstration
- Phase 3: Production & Deployment, Operations, Support & Training

2. Background and Literature Review

A. Risk Management

To propose integration of risk management in agile systems engineering life cycles, we must understand what risk management is. Risk is the possibility of loss or injury (Merriam-Webster 2008). Organizations that track risks traditionally outperform those who do not. Managing risks is more vital than ever where timing, reliability and cost effectiveness are key measurements of success. According to Lt. Gen. Harry D. Raduege Jr., USAF (Ret.):

*It is a rare organization that intelligently manages the full spectrum of risks; that adequately assesses and addresses risk from all angles; that breaks through organizational barriers that prevent an objective assessment; and that systematically anticipates and prepares a holistic plan to manage potentially significant risks (Raduege 2008).*

There are many interpretive models that depict risk management processes and they often include risk identification, assessing, handling, and monitoring (see figure 1) (US DoD 2006). In agile life cycles, risk is predominant due to the nature of agility across many phases working in parallel and
shortened cycles. This inherently cause risk management to be a critical process to ensure success.

![Risk Management Process Diagram]

**Figure 1. DoD Risk Management Process (US DoD 2006)**

Through literature reviews, we have found that risk management predominantly occurs for the overall program and in the software development phase. The IEEE 1540 Risk Management process model and requirements are complemented by other standards such as IEEE 12207 Software Life cycle (IEEE 2001, IEEE 1998). However, the two standards together do not depict an entire life cycle but mainly focus on software development, nor does it account for agility in the life cycle model. Other risk management organizations have described standards and process for life cycles but have mainly focused on the process for the overall program or mainly on software development (Boehm 1991, Boehm et al 1988, Military 2006, Nyfjord and Kajko-Mattsson 2007, Sommerville 2006, Williams et al 1999). Risk management in system of systems has emphasized common issues which include multiple stakeholders, multiple process, long life cycles and integration risk at the system level (Boehm and Hansen 2001, Conrow 2005). The DoD’s recently published systems engineering guide states the following example for system of systems risk management:

*Risk management is a core function of SE at all levels; consequently, it appears in all SoS SE elements. In Translating Capability Objectives, the systems engineer evaluates the specified capabilities and assesses the viability (and associated risk) of meeting SoS objectives, given the results of other SoS SE core elements (US DoD Systems 2008).*

At the enterprise level, risk management has been studied for collaborative process improvement and reengineering (Karduck et all 2007). In the field to date, risk management has been focused on software-intensive projects and on the software development phase. However, failure to address risk management during all phases of a program’s life cycle, especially if it is agile, can mean

**B. Agile Systems Engineering Life Cycle with RM**

What does agile systems engineering life cycle mean? Systems engineering is an interdisciplinary approach and means to enable the realization of successful systems that integrates all the disciplines in a team effort forming a structured development process that proceeds from concept to production to operation (INCOSE 2004). Every program has a life cycle. In systems engineering that means an overall process from initial requirements through system and software development to maintenance of the product. An agile systems engineering life cycle is the rapid approach that integrates all phases of the product’s life cycle. There are detailed recipes for balancing agility and discipline in systems and software engineering (Boehm and Turner 2004).

![Figure 2. Win-Win Spiral Software Model (Boehm et al 1988).](image)

In figure 2, Barry Boehm developed the spiral model to show how development and testing can be done while invoking risk analysis in every increment. Although, this model is focused on software development, the same can apply to all phases of a life cycle. Risk analysis is just one step of the risk management process but this diagram allows us to see the relationship of determining risks
and reassessing it at every increment together with user feedback and demonstration to determine the best possible capability to be produced.

In today's complex environment, capabilities are needed much faster and at a lower cost than ever before. For example, The Global War on Terrorism (GWOT) has dictated that we are time-bound to respond to threats with new technology and economic capabilities that are simplistic vs. complex and that can be adaptive due to uncertainties and unforeseen requirements. One approach to balance imperative need with rapid response is an agile life cycle paradigm with integrated risk management tailored for cyclical and non-sequential acquisition to meet challenges brought about by changes in the environment and capabilities.

C. DoD Acquisition Framework and Process

The Defense Acquisition Management Framework process is a series of phases and decisions made for development of a system from material capability to a field/sustained system (US DoD 2007). In our research methodology for risk integrated ASEL, we evolve the DoD framework into a flexible framework to support agility throughout program lifecycles. When we reviewed the DoD framework, we found that all of the important systems engineering phases were captured and represented. Figure 3 illustrates the approved DoD framework to include all phases and milestones used for acquisition.

![Figure 3. Defense Acquisition Management Framework (US DoD 2007).](image)

The DoD management framework shows the phases of life cycle management from concept refinement to operations and support with milestone activities. The first 2 phases, concept refinement and technology development, are considered pre-system acquisition. System acquisition happens during phases 3 and 4, system development and demonstration and production and deployment. The final phase 5, operations and support, are considered sustainment (US DoD 2007).
The DoD EA approach is the preferred DoD strategy for acquisition by delivering capabilities in increments (US DoD 2003). However, the approach recommended is ambiguous which leads implementation to be diverse and debatable (Lorell et al 2006). In addition, detailed positioning of risk management within this acquisition strategy needs to be recommended if not imposed on the EA implementer, especially in incremental and spiral development where activities are risk driven. In the DoD Systems Engineering Guide, The Defense Acquisition Guide is the Risk Management Guide for DoD Acquisition all state that risk management is needed in the program’s life cycle but mostly refer to managing risks in the overall program and within the software development phase (US DoD 2006, US DoD 2007, US DoD Systems Engineering 2008).

![Requirements and Acquisition Process](image)

Figure 4. Requirements and Acquisition Process (US DoD 2003)

A shortcoming of the guidance regarding EA is that it lacks definition (Lorell et al 2006). Specific implementation approaches vary although it states that capability should be delivered in increments where the end state is known. Although DoD has taken a traditional life cycle approach and modernized it, the risk management framework has not changed and conforms to the traditional methods thus leaving a void that is critical to invoking agile balance and discipline.

3. Research Methodology
A. Framework

Agility is often found in different processes and methods. We propose an agile systems engineering life cycle as just one approach to rapid fielding. In our research, we found that there were key characteristics needed to bridge the DoD framework processes to agile framework processes to include the use of risk management and light weight processes. We have included the use of capability development instead of technology development. We have gathered our findings of key characteristics for utilizing an agile life cycle framework as follows:

<table>
<thead>
<tr>
<th>Characteristics</th>
<th>Comments</th>
</tr>
</thead>
<tbody>
<tr>
<td>Liberty to be dynamic</td>
<td>Agility needs dynamic processes while adhering to acquisition milestones</td>
</tr>
<tr>
<td>Non-linear; Cyclical and non-sequential</td>
<td>Life cycle behavior not like traditional waterfall models or linear frameworks; decreasing cycle times</td>
</tr>
<tr>
<td>Adaptive</td>
<td>Conform to changes such as capability and environment</td>
</tr>
<tr>
<td>Simultaneous development of phase components</td>
<td>Rapid fielding time may not lend to traditional phase containment (i.e. training and SW development together)</td>
</tr>
<tr>
<td>Ease of Change</td>
<td>Culture shift to support change neutrality; ease of modification built into architecture and design</td>
</tr>
<tr>
<td>Short Iterations</td>
<td>Prototyping, demonstrating and testing can be done in short iterative cycles with tight user feedback loop</td>
</tr>
<tr>
<td>Light-weight phase attributes</td>
<td>Heavy process reduction such as milestone reviews, demonstrations, and risk management</td>
</tr>
<tr>
<td>Capability Development to shape</td>
<td>Capability needs determine requirements and technology used to achieve goals</td>
</tr>
<tr>
<td>Technology Development</td>
<td></td>
</tr>
<tr>
<td>Risk Management not just relating to software development/maintenance</td>
<td>Light-weight RM used within every phase and between them</td>
</tr>
</tbody>
</table>

Table 1. Bridging the DoD Framework to an Agile Life Cycle Framework

These developed characteristics bridge the void between the DoD framework and a flexible and agile life cycle framework. Changes in the complex world we live in have led us to evolve to a light-weight framework where phases are executed in parallel to save time and costs. However this will depend on working closely with the stakeholders of the program while imploring discipline throughout the cycle (Turner 2007).

The framework that we illustrate should not change the fundamentals of the DoD policy but support the DoD’s evolutionary acquisition paradigm where capabilities are needed to be fielded faster in light of new threats and the changing environment we live in today. Capabilities can be
built faster by allowing for flexibility and having a closer relationship with the customers and users of the system. Our proposed phases are loosely mapped to the DoD acquisition framework but goes further to show a non-linear and non-sequential relationship. We deduced that to stay in line with GWOT main initiatives, we wanted to incorporate capability development instead of technology development which we captured in our framework and model (Cherinka 2007). We propose the following framework as an approach to agile system engineering life cycle where phase components interact with each other instead of standalone activities to enforce agility:

![Agile Systems Engineering Life Cycle Framework](image)

**Figure 5. Agile Systems Engineering Life Cycle Framework**

The key to the life cycle framework is to keep agility and flexibility in mind. We developed this framework using agile attributes such that all phases are somewhat ‘rolling’ into the other and while there are boundaries, they are not strict boundaries. The components are contained within each phase but not so much so that they are developed restrictively and linearly. Light-weight reduction and lean activities should support this framework to include reviews and risk management processes to facilitate agility and flexibility.

**B. Model**

In the DoD EA process, the concept refinement phase is bridged to the technology development stage through an acquisition milestone. Although we don’t want to change the milestones that DoD has imposed on its acquisition approach, tailoring this approach to loop between these phases allows more agility and flexibility in formulating, extracting, and managing requirements and or capabilities. We also notice that each increment is treated like its own program where two milestones need be achieved before moving on to the next increment. This process is time consuming when schedules are aggressive, costly and suggests very heavy management processes where rapidness and flexibility are needed. Integration of risk management in this process appears
to have the same affect. Each increment and milestone review imposed by the DoD EA introduces new risks. One of the key principles of the EA concept was to break down long and inflexible traditional acquisition programs into several much shorter and lower risk increments (Lorell et al 2006).

Interpreting the DoD EA strategy and process the best we can, we propose to define an implementation model that is characteristic of an agile systems engineering life cycle approach while integrating risk management throughout the model. Risk management is part of the process that must be conducted to balance the agility process with some normalization of penalties vs. value through out the life cycle. Together with our proposed ASEL framework, we propose an agile risk integrated engineering lifecycle (ARIEL) model that shows the integration of risk management throughout an agile lifecycle. We propose our ARIEL model as shown here in figure 6:

Figure 6. ARIEL (Agile Risk Integrated Engineering Lifecycle) Model

The ARIEL model shows a flexible and agile three-phase approach with close and continuous user and stakeholder feedback and integration of risk management. Phase 1 consists of concept refinement, requirements and architecture analysis and design. This phase should include estimating cost and schedule, logistics planning and program constraints. Phase 2 is the capability development, integration and test and demonstration phase where interface development and incremental testing and evaluation are being conducted along with security assessments. Phase 3
includes production and deployment and the operations and support, and training is proposed as phase 4. All phases include risk management which is often and cyclical to help reduce overall risk to the program.

In our agile systems approach, the life cycle functions allow concept refinement to continue while building capabilities and once stable enough, training and support evolve throughout the life cycle. The agile systems approach allows injection of new capabilities in a short amount of time while keeping user satisfied and well trained. Logistics is often the last thought about phase in the cycle. However, in agile systems engineering, we make it an essential part of the life cycle cyclical feedback loop which is risk managed and planned while the system evolves. In rapid fielding, the logistics has to be thought about in the beginning and during the development due to the time it takes to develop material and train the users adequately.

The continuous stakeholder and user feedback loop is an important part of ARIEL. This collaboration and feedback allows the program to gain invaluable insight into what works and what doesn’t and also allows constant requirement checking to ensure the product is built with users needs as a key driver. Today’s complex environment may cause unforeseen requirements which ARIEL can handle through the iterative and flexible processes of the built in loops. The underlying mechanism of ARIEL is the tight structure imposing balance and agility and the loosely coupled intercrossing of phases which allow rapid systems engineering processes to work together. The risk management built into ARIEL is a token that gets passed from phase to phase and within each phase and raises risk identification throughout the model.

4. Case Study

The US Department of Defense is facing challenges to rapidly deploy operational capabilities in complex environments while using an evolutionary acquisition construct. The US Army has developed capabilities that use an incremental approach and agile methodologies. We propose an illustrative case study using the Defense Readiness Reporting System-Army (DRRS-A) which is a secure web-based set of capabilities that include Army unit status reporting that details mission-critical information, providing Commanders with an accurate representation to make critical command and control decisions (Military 2006). The program fielded its first capability set in 2006 going from zero to 10 months using an agile approach. Continuous upgrades and additional capability sets are developed and fielded as quickly as 3 months. The risk management process is standard to that of the DoD Risk Management processes (US DoD 2006). In figure 7, we have taken the DRRS-A risk data that is currently available and binned them according to our life cycle model (US DoD Product Management 2008).
So far we have assessed that 63% of the program’s risks are in the capability development, integration, test, and demonstration life cycle phase. Other risks were notably in the first phase, concept refinement, making up 36% risks captured. So far we have no documented risks in the production and deployment phase or in the operations, support and training phase.

If we were to impose the ARIEL model with our three identified phases, we could apply the risk management approach in an agile fashion throughout the life cycle of the DRRS-A program. Phase 1 of the DRRS-A program would include conducting logistics planning and have a feedback loop that would allow risk assessment early and often in the process. A cyclical loop between functions in phase 1 would also allow DRRS-A management to conduct early risk management for program constraints that would allow risk identification and mitigations of the entire life cycle.

Phase 2 of ARIEL would allow the DRRS-A program to conduct risk management for interface development, integration and security which has been identified as a high risk area. This loop would allow any risks from interface integration changes that impact security to be known by conducting the risk management process in ARIEL.

The continuous agile loop in ARIEL’s phase 3 approach allow risk management to be conducted in the production, deployment and operations phase in a loop that would allow the program to track technical training and support with the help desk. The DRRS-A program has a large user community and conducts help desk support throughout the month. The cyclical risk management process together with the agile approach of ARIEL would allow coordination between help desk
and training support which keeps up to date status and close collaboration between help desk support and training classes and materials. The loop between phase 1 and 3 closes the cycle between primary functions and allows for close coordination and collaboration between users and stakeholders.

These findings reiterate our position that there is a need for integration of risk management throughout an agile systems engineering life cycle process to capture risks in every phase of a program. The standard guidelines for conducting risk management in a program needs an evolutionary approach to conform to the changing development processes of complex environments and systems and the approaches that are used to meet this goal. In this case study, the risk management was conducted heavily in the first two phases although the program executes a full life cycle. This also supports our findings that risk management is heavily executed during the software development phase of a program.

5. Conclusion and Future Works

Risk is inherent in every project and can lead to failures or major disruption which can cause insurmountable loss of time, money and consumer confidence. We have learned that most projects conduct risk management for the overall program or specifically in the software development phase leaving other life cycle phases of a program in jeopardy of conducting risk assessments and mitigations. Changing environment and complexity of systems need risk management to be dynamic and adaptive especially during agile systems engineering life cycle processes and phases. Also, with new life cycle models emerging, risk management processes should be incorporated throughout the cycle and not just the beginning and in development phases. Our framework and risk model appeal to program management to build risk management inherently throughout the agile life cycle process which will in itself lead to lower risk programs and higher successful outcomes.

Our research and analysis of risk management integrated in agile systems engineering life cycle provides managers and team leads elegant approaches without confinement of heavy process and strict standards but yet allows for mandatory risk managability in complex environments and systems. Managing risks throughout the process instills redundant behaviour within and in between life cycle phases that allow risks to be assessed more often in which the likelihood of the risks happening decreases.

Future works will include categorizations of types of risk areas in agile systems engineering life cycle and where in the life cycle phase they generally appear. In conclusion of this research, we found that most risks are conducted during the life cycle phase so further research would go to understanding this behaviour and functions grouped into this phase (integration, test and demonstration) and conclude if further decomposition or a break out phase is necessary for integration of risk management. Our future works will also include integrating risk management in agile systems engineering life cycles to assess risk patterns and analyze where they are most apparent. Methodologies will be developed along with approaches to integrating risk management in agile systems engineering life cycles.
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